
Privacy policy 

The purpose of this privacy policy (hereinafter referred to as the Policy) is to define the terms and conditions for the 

processing of personal data from natural persons (hereinafter referred to as the User or you) who are users of our 

website. The policy also contains information regarding the rights of individuals with regard to the processing of their 

personal data. 

Personal data administrator 

The administrator of personal data is "Techtronic Industries Eastern Europe" Sp. z o.o., Komitet Obrony Robotników 

45A, 02-146 Warsaw, entered into the register of entrepreneurs kept by the District Court for the m.st. Warsaw in 

Warsaw, XIII Commercial Division of the National Court Register under KRS number 0000215064, NIP 534-22-72-218, 

share capital: PLN 350,050.00 (hereinafter referred to as the Administrator). 

The Administrator can be contacted using the  online contact form regarding the Privacy Policy (onetrust.com).  

We process your personal data in accordance with Regulation (EU) 2016/679 of the European Parliament and of the 

Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on 

the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation; OJ 

L.2016.119.1; hereinafter  GDPR). 

Registration for events 

If you register for an event, we process the data provided directly by you during the registration process. The data is 

processed in order  to register your participation in a selected event organized by the Administrator, based on your 

consent to the processing of personal data, which you express by registering (Article 6 paragraph 1 letter  and GDPR). 

Providing data is voluntary, but it is necessary to register you for the event, and failure to do so will result in the 

inability to finalize the registration. 

Personal data collected as part of registration will be kept for the period necessary to organize events and handle your 

application. If you exercise the right to delete data from our database, your personal data will be deleted immediately. 

Consent to receive marketing information 

If, in addition to registering for an event, you agree to receive information about Milwaukee products by e-mail, we 

process the data you provide for this purpose. The data is processed in order to implement the legitimate interest of 

the Administrator, which is the dispatch of ordered marketing information regarding Milwaukee products (Article 6 

(1) (f) of the GDPR). 

Providing data is voluntary, but it is necessary to receive marketing information, and failure to provide data will result 

in the inability to receive them. 

Personal data will be stored until your consent to receive information is withdrawn, until you effectively object to 

marketing activities or until the legitimate interest of the Administrator in conducting such activities ceases. 

Exercise of your rights under the GDPR 

We process the data provided by you in order to consider your request, as well as the data we have, necessary to 

process it. 

We process your data for the following purposes and based on the following legal bases: 

1. consider the notification regarding personal data, in accordance with the legal obligation incumbent on the 

Administrator (Article 6 (1) (c) of the GDPR), resulting from the provisions of the GDPR, including verification 

of your identity, 

2. implementation of the legitimate interest of the Administrator (Article 6 (1) (f) of the GDPR), consisting in 

establishing, investigating and defending against claims, as well as handling possible administrative 

proceedings related to the exercise of the rights of data subjects. 

https://privacyportal-eu.onetrust.com/webform/48244580-1b04-42d2-a5d2-e93dd03816d1/5d462cf5-4914-467e-855e-aee3e6b6a690


Providing data is necessary to consider your application, and failure to provide them will result in the inability to 

consider it. 

The data is stored until the expiry of the limitation period for claims of data subjects resulting from the exercise of 

their rights under Articles 12-22 of the GDPR (i.e. the period of limitation of claims for infringement of personal rights), 

as well as for the period necessary to handle possible administrative proceedings related to the exercise of the rights 

of data subjects. 

Contact with the Administrator 

If you contact us (e.g. via the option available on the website), the data we process about you are contact details and 

data resulting from your message. We have obtained this data directly from you. 

Your personal data is processed in order to pursue a legitimate interest (Article 6 (Article 6 (disambiguation) of the 

European Union).  1(1)(a)  f GDPR), consisting in ensuring that your message is handled and possibly answered the 

resulting questions. 

Providing personal data is voluntary, but we need it to deal with your message. Refusal to provide personal data will 

result in the inability to handle the message sent by you and thus its removal. 

The data is stored for the time necessary to handle the message sent to us. 

Your rights under the GDPR 

You have the right to: 

• request access to your personal data, rectification, deletion or limitation of processing, as well as the right to 

transfer data, 

• if the basis for the processing of personal data is our legitimate interest – the right to object at any time to the 

processing of personal data for reasons related to your particular situation, 

• if the basis for the processing of personal data is our legitimate interest in direct marketing – the right to object 

at any time to the processing of personal data for the purposes of marketing activities. 

If you have consented to the processing of personal data or to receive information from us (e.g. commercial 

information), you also have the right to withdraw your consents without affecting the lawfulness of the processing or 

sending of information made on the basis of consent before its withdrawal. If we intend to process your data based 

on consent, we will inform you in advance and take steps to provide you with the opportunity to give your consent; 

Expressing consent is always voluntary, and there are no negative consequences associated with not giving it. 

In order to exercise your rights, please fill out the form on the website in the "Contact" tab. 

I want to take advantage of the rights that the GDPR gives me 

You also have the right to lodge a complaint with the supervisory body – the President of the Office for Personal Data 

Protection, Stawki 2, 00-193 Warsaw. 

Recipients of personal data 

The data may be transferred to recipients, in particular: 

• entities providing services to us to the extent necessary to achieve the purposes described above, e.g. 

accounting services, companies providing IT and technical support services, legal and tax advice, banking, 

financial and insurance services, postal and telecommunications operators, document destruction and 

archiving services, marketing services,  security and protection, printers, translators, verification of compliance 

(audits), whereby these entities will have access to data only to perform their duties and to the extent 

necessary, 

https://privacyportal.onetrust.com/webform/d6cba5fa-4e44-47b7-8e91-8f217ac30350/41f12e42-f9c4-4f58-bfc9-2313e0231497


• other administrators, when it is necessary to achieve the purposes described above and to the extent 

necessary, including entities conducting events for the presentation of products and solutions (the so-called 

Big Red Tour and Milwaukee Tour), companies related to us, 

• law enforcement and state authorities, when it results from applicable law, including tax offices in connection 

with the implementation of tasks related to tax liabilities. 

Personal data may be transferred by us to entities affiliated with us based outside the European Economic Area (EEA), 

i.e. to the United Kingdom being the headquarters of the ASL Group, where the transfer is necessary to achieve the 

purposes of personal data processing indicated in the Policy. The transfer of personal data outside the EEA takes place 

with the assurance of an adequate level of data protection required by the provisions of the GDPR, primarily by 

establishing cooperation with entities processing personal data in countries for which an appropriate decision of the 

European Commission stating an adequate level of protection has been issued. 

Use of personal data to make automated decisions, including profiling 

Your personal data will not be used to make automated decisions, including profiling. 

 Cookies 

 The website uses cookies,  which are text files that are stored on your end device (e.g. phone,  tablet, computer) and 

are intended for using our website. Cookies do not cause configuration changes in the device or software installed on 

your device. 

Cookies do not allow us to access your device with which you use the  website or information about you, except for 

information about how you use our website and data that you choose to share with us (including personal data that 

you provide to us automatically due to your browser settings).  

Strictly necessary cookies. These cookies are necessary to be able to navigate and use our website, e.g. providing 

access to secure areas of the website. 

Managing cookie settings 

A  message will usually be displayed  on our website  before cookies are stored on your device.  You can manage your   

cookie settings using  your browser (which will allow you to disable the acceptance of all or some cookies).  Your 

browser may request confirmation of changing the settings.  Please note,  however, that enabling the  blocking of  all  

cookies may result in the inability to access some parts of our website. 

In the links below you will find information from the most popular web browsers on how to manage cookies yourself 

while browsing the website: 

• Chrome 

• Microsoft Edge 

• Firefox 

• Opera 

• Safari 

You can verify the status of the current privacy settings for the web browser you are using at any time, e.g. using the 

following links:  http://www.aboutads.info/choices, http://www.youronlinechoices.eu/. 

Safety 

We protect your personal data against unlawful disclosure to unauthorized persons, taking over data by unauthorized 

persons, destruction, loss, damage or alteration and processing of personal data in a manner inconsistent with the 

provisions of the GDPR. 

http://support.google.com/chrome/bin/answer.py?hl=pl&answer=95647
https://support.microsoft.com/pl-pl/microsoft-edge/skonfiguruj-ustawienia-prywatno%C5%9Bci-aby-by%C5%82y-odpowiednie-dla-ciebie-8c923c9d-4ef2-849d-a399-4de716ecbbaf
http://support.mozilla.org/pl/kb/W%C5%82%C4%85czanie%20i%20wy%C5%82%C4%85czanie%20obs%C5%82ugi%20ciasteczek
http://help.opera.com/Windows/12.10/pl/cookies.html
http://support.apple.com/kb/PH5042
https://l.facebook.com/l.php?u=http%3A%2F%2Fwww.aboutads.info%2Fchoices&h=AT1ZcPkjHTujciXPLECH-5HXnl7T7GbOEQjRazeAEf726dDtTp-z_WHm226e9cw9GnH8CXuvez-z1s6959B9xL77PJetIlQU77zc9elc8LdaT5ISn68OsRl8hP5IwdIqDqCHhQ
http://www.youronlinechoices.eu/


In order to secure data, we use technical and organizational measures that meet the requirements of the GDPR, in 

particular the measures listed in Article 24 and Article 32 of the GDPR, ensuring confidentiality, integrity and availability 

of the services for processing the personal data provided. 

Our affiliates, trusted partners and third-party service providers have committed to process your data in accordance 

with our security and privacy requirements. 

Policy Changes 

We are reviewing the Policy on a regular basis and reserve the right to make changes to it. If you see that the content 

of the Policy needs to be updated, please let us know. 

Date of last update of the Policy: 01.04.2023 


